Homerton University Hospital NHS Foundation Trust
Terms and Conditions for website

[bookmark: _GoBack]Freedom of Information
The data rights and responsibilities of Homerton University Hospital NHS Foundation Trust (the Trust), its staff and of patients is governed by the Freedom of Information Act 2000 and the Data Protection Act 2018. For policy and other information see:
· Read further information on Freedom of Information.
Linking to the Trust website
We do not object to you linking directly to pages on this site. We reserve the right to move or change our website URLs at any time. Rather than deep linking we recommend linking to section homepages, which are less likely to move or change.
However, we do not give permission to suggest that your website is associated, or endorsed by the Trust. 
Linking from the Trust website
We are not responsible for the content or reliability of the websites we link to and do not necessarily endorse the views expressed within them. We aim to replace broken links to other sites but cannot guarantee that these links will always work as we have no control over the availability of other sites.
Due to the very nature of the internet we cannot guarantee our site or other sites we link to will always be available to you. 
Social media, bookmarking and digital engagement
The Trust may from time to time provide third party or owned social media and interactive services on our site or linked to our site, currently this includes and is not limited to:
· Youtube – for sharing video content
· Twitter – for sharing news and participating in conversations with users
· Blogs– to share the opinions of the Trust’s staff and other key figures
· Discussion Forums – for participation in conversations with users
· Flickr – for sharing photographs
· RSS feeds – for sharing news
· Social bookmarking – to allow users to share our content more easily on popular social media platforms
The Trust is under no obligation to oversee, monitor or moderate any interactive services we provide from our site, and we expressly exclude our liability for any loss or damage arising from the use of these interactive services by a user in contravention of these terms, whether the service is moderated or not. 
The use of any of our interactive services by a minor is subject to the consent of their parent or guardian. We advise parents who permit their children to use an interactive service that it is important that they communicate with their children about their safety online, as moderation is not fool proof. Minors who are using any interactive service should be made aware of the potential risks to them. Where we do moderate an interactive service, we will normally provide you with a means of contacting the moderator, should a concern or difficulty arise. 
If you use any of the Trust’s interactive services, your use is subject to these terms and the Social media policy. 
If you use any third party embedded content please also check their posting rules and social media policy.
RSS feeds: Our RSS feeds can be used as part of your website; however, we do require that proper format and attribution are used. The attribution text should read ‘Homerton University Hospital NHS Foundation Trust’s feeds’ as appropriate. We reserve the right to prevent the distribution of Trust RSS feed content and do not accept any liability for these feeds. 
Social bookmarking: Use of our social bookmarking links is subject to the general Terms and Conditions of this site, see ‘Linking from the Trust website’.
Uploading material to our site
Whenever you make use of a feature that allows you to upload material to our sites, for example when you may participate in discussion forums, or connected third-party sites, or to make contact with other users of our sites, you must comply with the standards set out in the Social media policy. You warrant that any such contribution does comply with those standards, and you indemnify us for any breach of that warranty.
Any material you upload to our site will be considered non-confidential and non-proprietary, and the Trust has the right to use, copy, distribute and disclose to third parties any such material for any purpose. Furthermore the Trust also has the right to disclose your identity to any third party who is claiming that any material posted or uploaded by you to our sites constitutes a violation of their intellectual property rights, or their right to privacy.
The Trust will not be responsible, or liable to any third party, for the content or accuracy of any materials posted by your or any other user of our sites.
The Trust has the right to remove any material or posting you make on our site if, in our opinion, such material does not comply with the standards set out in the Social media policy.
Prohibited uses
You may use our sites only for lawful purposes. You may not use our sites:
· in any way that breaches any applicable local, national or international law or regulation;
· in any way that is unlawful, fraudulent or harmful to other users, or has any unlawful, fraudulent or harmful purpose or effect;
to send, knowingly receive, upload, download, use or re-use any material which does not comply with our Social media policy
· to transmit, or produce the sending of, any unsolicited or unauthorised advertising or promotional material or any other form of similar solicitation (spam); and
· to knowingly transmit any data, send or upload any material that contains viruses, Trojan horses, worms, spyware or any other harmful programs or similar computer code designed to adversely affect the operation of any computer software or hardware.
You also agree not to access without authority, interfere with, damage or disrupt any part of our sites; any equipment or network on which our sites are stored; any software used in the provision of our sites; or any equipment or network or software owned or used by any third party.
Virus protection
We make every effort to check and test material at all stages of production. It is always wise for you to run an anti-virus program on all material downloaded from the internet.
We cannot accept any responsibility for any loss, disruption or damage to your data or your computer system which may occur whilst using material derived from this website.
You should ensure that you have appropriate protection against viruses and other security arrangement in place when using the internet.
Viruses, hacking and other offences
You must not misuse our sites by knowingly introducing viruses, trojans, worms, logic bombs or other material which is malicious or technologically harmful. You must not attempt to gain unauthorised access to our sites, the server on which the sites are stored or any server, computer or database connected to our sites. You must not attack our sites via a denial-of-service attack or a distributed denial-of-service attack.
By breaching this provision, you would commit a criminal offence under the Computer Misuse Act 1990. We may report any such breach to the relevant law enforcement authorities and we will co-operate with those authorities by disclosing your identity to them. In the event of such a breach, your right to use our sites will cease immediately.
Intellectual property
The names, images and logos identifying the Trust are proprietary marks. If you wish to copy or use the Trust logo, you must get prior approval from our communications team by emailing them at huh-tr.communications@nhs.net
Copyright
You may use and re-use the information featured on this website (not including logos or photographs) unless identified as another party’s copyright free of charge in any format or medium, under the terms of the Open Government Licence. We encourage users to establish hypertext links to this website.

· Open Government Licence (OGL) for public sector information
Any email enquiries regarding the use and re-use of this information resource should be sent to: psi@nationalarchives.gsi.gov.uk
 Contacting us via the website (email or feedback form)
Please be aware that emailing us from an account that does not belong to NHS Mail, may mean that your message is not sent securely and may be open to hacking; please do not include any private and confidential information in your emails or on the feedback form.
Please also note our contact details are not for emergencies or urgent medical help. If you need urgent medical advice, contact NHS111, 999 or go to an Accident and Emergency Department.

Content
The Trust is committed to providing objective and trustworthy information and guidance on all aspects of health and healthcare.
In all instances, we strive to ensure that data is accurate and clearly presented and that editorial content is evidence-based – in other words, that it is founded on the best scientific knowledge currently available.
All clinical content on the Trust website is checked and approved by an appropriately qualified and experienced clinician. Where necessary, when creating this content, we consult practising doctors and other clinicians with direct and current experience of the relevant topic.

What information we collect when you use our website and how we use it
Third-party services
If you turn on cookies that measure website use we may use the Google Analytics services to analyse information to see what is most effective about our website and associated services to help us identify ways to improve it and make it more effective.
For more information about how these services process your data, see the:
·  Google Analytics privacy policy
· Jotform privacy policy
· Mailchimp privacy policy
· Eventbrite privacy policy


